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Abstract—Current approaches to cybersecurity are response-
driven and ineffective as they do not account for adaptive adver-
sarial behavior and dynamic decision-making. Using empirical
evidence of observations done at the US Industrial Control Sys-
tems Computer Emergency Response Team's (ICS-CERT) Red
Team-Blue Team cybersecurity training exercise held at Idaho
National Laboratory (INL), this paper identifies how adversaries
carry out, and adapt during, cyberattacks. This paper employs
a unique mixed methods approach of qualitative observations
and quantitative data science to address three objectives: (i)
providing a quantitative framework for temporal analysis of the
cyberattack processes by creating a time series representation of
the qualitative data, (ii) employing data science methods, such as
hierarchical clustering analysis, on the generated time series data
to complement and supplement our understanding of cyberattack
processes, and (iii) understanding how adversaries adapt during
the disruptions by defenders.

Keywords—adaptive human behavior, dynamic decision-
making, mixed methods, temporal analysis, clustering

I. INTRODUCTION

In 2016, the cyberthreat landscape showcased advanced
attack techniques, escalated attack frequency, and high levels
of adversarial sophistication [12]. Conventional cyberattack
management is response-driven, with organizations focusing
their efforts on detecting Indicators of Compromise, or threats
[12]. This reactive approach has limited efficacy, as it does
not capture advanced and sophisticated adversaries, mutating
or unknown malware, living-off-the-land techniques or new
variants being deployed [5],[12]. Furthermore, responding to
incidents after the attack has occurred is costly for two reasons.
First, the attack has successfully taken place and damage
has occurred in the form of data theft, system manipulation,
service/functionality disruption, or the like, which is costly
to fix [2]. Second, during the attack, the adversary may have
established several footholds in different parts of the targeted
system. Identifying and eradicating these footholds are costly
with regards to manpower and time [2]. The average time taken
to identify and contain data breaches caused by malicious
or criminal attacks was 229 and 82 days respectively and
cybercrime detection and recovery activities accounted for
more than 55 percent of total internal company activity costs
in FY 2016 [11]. US organizations had the highest average
cost of cybercrime ($17.36 million), with cybercrime costs in
Germany and the UK averaging at $7.84 million and $7.21

million respectively [11].
There is thus an immediate need for a paradigm shift in the
area of cybersecurity; security experts are calling for antici-
patory or proactive defense measures that focus on Indicators
of Attack that identify adversarial behavior and movement [2],
[10], [12]. Doing so requires an understanding of the human
agents conducting cyberattacks and their adaptive decision-
making capacities, which are currently downplayed in existing
technical research.
Using a criminological framework and empirical evidence of
observations done at the US Industrial Control Systems Com-
puter Emergency Response Team's (ICS-CERT) Red Team-
Blue Team cybersecurity training exercise held at Idaho Na-
tional Laboratory (INL), this paper addresses three objectives:
(i) providing a quantitative framework for temporal analysis
of the cyberattack processes by creating a time series repre-
sentation of the qualitative data, (ii) employing data science
methods, such as hierarchical clustering analysis, on the gen-
erated time series data to complement and supplement our
understanding of cyberattack processes, and (iii) understanding
how adversaries adapt during the disruptions by defenders.
This paper is structured as follows. Section 2 offers a brief
overview of the Criminological framework of crime scripts
and the corresponding technical model of intrusion chains to
discuss adversarial attack paths. The third section outlines the
mixed methodology of observations and time series analysis.
Next, the observational, time series, and clustering results
are discussed and what these might mean for adversarial
adaptations. Finally, this paper discusses relevant findings and
possible implications for the intrusion chain model, as well as
the importance and temporal characteristics of certain intrusion
stages.

II. CRIMINOLOGICAL CRIME SCRIPTS AND TECHNICAL

ADVERSARIAL CYBER-INTRUSION CHAINS

In the criminological discipline, crime scripts identify
every stage of the crime-commission process and the decisions
and actions that are needed at each stage [3], [6], [7]. Several
crime scripts have been produced to account for robbery
and vehicle theft [6], employee cybercrimes [17], explosive
attacks [4], organized crime [8], illegal waste dumping [16]
and wildlife poaching [9]. However, the application of crime
scripts to cyberattacks as they unfold remains understudied.
Interestingly, the technical domain offers intrusion chain mod-



els that capture the step-by-step process of cyberattacks [2],
[5], [10]. We use the 12-step cyberintrusion chain model by
[5] (displayed in Figure 1 below): (1) Define Target: During
this stage, adversaries identify their targets, such as businesses,
power grids, financial sectors, or other critical infrastructures.
(2) Find and Organize Accomplices: Adversaries often have
specific areas of expertise and lack the complete skill set
that is needed to execute a successful attack. In this stage,
adversaries find partners and form alliances that complement
and supplement their own skill sets. (3) Build or Acquire
Tools: In this stage, adversaries build their attack vectors,
gather toolkits, and set the technical groundwork to execute
attacks. The infrastructure needed to implement and execute
the attack will vary based on the target and the objective,
but the necessary resources will be identified and prepared
ahead of the direct action against the target [1]. (4) Research
Target Infrastructure/Employees: This stage typically involves
obtaining target infrastructure blueprints, identifying target
vulnerabilities, and social engineering practices. (5) Test for
Detection: In this stage, adversaries gather intelligence on
the target's security controls and procedures that they are
likely to encounter, so that they can create appropriate evasion
and response plans [1]. (6) Deployment: After the preceding
preparatory stages, adversaries attempt to gain a foothold into
the target environment by deploying their attack vectors, skills,
and knowledge. (7) Initial Intrusion: Here adversaries gain
preliminary access into the targeted environment. Adversaries
typically accomplish this via (spear) phishing with malicious
links or attachments, which when clicked, install malware
payloads. (8) Outbound Connection Initiated: Once an initial
foothold is attained, adversaries attempt to establish more
points of access into the targeted environment. (9) Expand
Access and Obtain Credentials: In this stage adversaries gain
access to additional systems and authentication material that
will allow access to further systems. (10) Strengthen Foothold:
Adversaries want to persist in the targeted environment as
long as it takes them to achieve their objectives. Doing so
requires that they strengthen their presence inside the targeted
environment, which is typically done by gaining credentials,
using these to move laterally and deeper into the targeted
environment, and establishing control over as many different
parts of the system as possible. (11) Exfiltrate Data: Here,
adversaries remove resources that can be used for future
exploit(s), steal documents and data that have financial or
other perceived worth, or take everything (every document,
email and other types of data) from the network that might
be of interest. (12) Cover Tracks and Remain Undetected:
Cleanup efforts involve removing evidence of the intrusion,
what systems/data were targeted, planting or manipulating
data in the environment for the purpose of misdirection, and
eliminating evidence of the adversarial identity and location.
We use this model as the framework for our analysis as it
offers a thorough description of the attack phases and its
cyclical structure addresses the possibly iterative nature of the
cyberattack process.

III. METHODOLOGY

We employ a mixed methodology combining qualitative
methods of observations coupled with quantitative data
science methods. The United States Industrial Control
Systems Computer Emergency Response Team (ICS-

Fig. 1. Intrusion Kill Chain Model [5]

CERT) offers cybersecurity training events hosted at Idaho
National Laboratory (INL) (henceforward referred to as ICS-
CERT/INL). Data were collected at ICS-CERT/INLs five day
September/October 2014 training event, which covered topics
such as understanding networks, identifying vulnerabilities
and how to exploit them, understanding defense tactics for
critical infrastructure. The training culminated in a Red
Team/Blue Team exercise (RTBTE) where participants could
apply their training, knowledge and skills. For this particular
exercise, teams were formed on day two, planning ensued on
days two and three, and the RTBTE occurred on day four. The
Red Team was created randomly, had ten members who were
a mix of system administrators, control systems engineers,
and information technology specialists. The data presented in
this paper are from observations of the Red Team during days
three and four (planning and RTBTE respectively). The data
were analyzed by transforming the written up field notes into
tables, which allowed for comparisons, summarizing patterns,
drawing conclusions, and presenting effective arguments.
The temporal analysis of a process is aimed to reveal
the actionable trends, patterns, and variations within the
process. Data mining techniques can then be used to extract
discriminative patterns and characteristics in the data. In order
to develop such a framework to characterize the Red Team's
activities throughout the exercise, the collected qualitative
observational data were converted to time series using the
time stamps and durations of the intrusion stages. The
idea behind this representation is to achieve a quantitative
temporal analysis of various aspects of the data, including
the adaptation strategies adopted by the Red Team in
order to avert disruptions from the Blue Team, and the
trends in the teams general decision making and planning
behavior. This conversion provides a new perspective into the



process which is computationally more instrumental for data
mining techniques such as clustering, feature selection, and
classification.
In order to obtain the time series, we used the time stamps
of the start and end times of the intrusion stages which were
recorded in the observational data. Each time point in the
time series represents 15 minute time spans throughout the
exercise. Therefore, for each time point, the value of each
time series is determined by accumulating the number of
minutes spent by the Red Team on its corresponding intrusion
stage. Figure 2 shows an example of a time series generated
based on this approach. After achieving the time series data,
we were able to perform temporal analyses of the intrusion
stages using data mining techniques. Measuring temporal
correlations between the time series representation of intrusion
stages can reveal valuable knowledge about the codependence
of intrusion stages, which might in turn be used to develop
a more substantial intrusion chain or to understand the
team's movements throughout the attack period. In our study,
clustering of temporal signals is used as a tool for achieving
an interpretable and verifiable quantitative measurement of
such correlations. Through the process of clustering, the
time series are partitioned into several groups based on
their similarity. In our case, the similarity in time series is
measured by comparing the total amount of time allocated to
each intrusion stage by the Red Team within each 15 minutes
time span. These comparisons are then summed throughout
the whole exercise time to achieve a similarity value between
each pair of time series, and therefore, place them in groups
of similar time series. Therefore, a high similarity between
the time series representation of the intrusion stages A and
B is an indication of the fact that the time allocation for
stages A and B showed similar patterns within the 15 minute
time spans throughout the exercise. In other words, similar
time series have a closer amplitude than other time series
throughout the exercise period, i.e. whenever intrusion stage
A occurs, the possibility of occurrence of stage B during
the same 15 minute time span with a close total amount of
allocated time is higher than the possibility of occurrence
of any other intrusion stage. This analysis provides a better
perspective into the temporal patterns of the intrusion stages
throughout the exercise period which is difficult to obtain via
pure observation. Especially, other studies with larger datasets
can benefit from this computational approach due to the fact
that discovering knowledge form mere observation can be
rather difficult in their case.

In this work we used Agglomerative hierarchical clus-
tering[13] to discover temporal similarities between different
stages. The Agglomerative hierarchical clustering is a bottom
up approach where pairs of clusters are merged to move up the
similarity hierarchy. In order to quantify the similarities among
the stages, we measured the Euclidean distances between the
time series of the stages. As depicted in Figure 3, the Euclidean
distance between two time series is calculated by measuring
the distance between the amplitudes of the two time series
at each time point, and then adding the distances together to
obtain one value, which is the distance value. The distances
between the time series are then compared by the clustering
model to find the pair of time series (stages) with the smallest
distance, which corresponds to the largest similarity value. The

Fig. 2. Time series generated using the accumulated number of minutes spent
by the entire team on an intrusion stage within each 15 minutes time interval

reason behind selecting this clustering technique is its power
in providing an interpretable depiction of the clusters which
includes the order and hierarchy of the clusters, and the fact
that no apriori information about the number of clusters are
required.
We then focused on creating a quantitative framework for un-

Fig. 3. Measuring the Euclidean distance for two time series Q and C

derstanding the adaptation measures that the Red Team chose
to take when facing disruptions from the Blue Team. In order to
achieve this goal, we employed the time series representations
of the intrusion stages that we created previously by detecting
their local peaks. From a mathematical point of view, a local
peak in the time series of the intrusion stages represents a local
maxima in the total number of minutes allocated by the Red
Team to the intrusion stages. For this study, we used the Peak-
Valley detection algorithm [14], [15] for detecting the peaks.
The quantitative framework for peak detection can also be of
high value for other studies where the observational data is
large or the observation time span is longer, and thus, it is
difficult to observe the local maxima in the data easily. The
peak analysis is beneficial for understanding the adaptation
measures that the Red Team decided to take. Therefore, we
can observe the shifts in focus from one stage to another by



the Red Team when encountering a disruptive attempt by the
Blue Team. This observation helps us pinpoint and focus on
the intrusion stages which are of more importance during the
adaptation process. The main reason for putting our emphasis
on the selected intrusion stages is that the recurrence of only
those stages upon discovering a disruption can provide a more
focused and precise framework for understanding the attackers
adaptation process.
In order to select the intrusion stages that occurred during the
adaptation period, we focused on the peak values that were
above the global mean of the time series. The global mean of
the time series is measured as the average of the mean of all
time series within each 15 minute time span. The reason for
selecting this global mean value as the threshold is to filter out
the values that are small (i.e. the Red Team put little time on
them) and keep the significant values for further analysis.

IV. RESULTS

A. Characterization of the Adversarial Intrusion Chain Using
Observational Data

The total amount of time spent by the Red Team on each
intrusion stage throughout the whole exercise period is pro-
vided in Figure 4. The observational data suggest that system
exploitation (deployment, intrusion, outbound connection or
expand access and obtain credentials) took up roughly 44% of
the exercise time or 970 minutes. This was followed closely by
reconnaissance/preparation (organize accomplices, build and
acquire tools, and research target and infrastructure), which
took up approximately 42% of the total exercise time. Both
of these are not surprising as understanding and attacking the
target system are critical to the success of any cyberattack.

Fig. 4. Adversarial Intrusion Chain Stages: 1. Define Target; 2. Find
and Organize Accomplices; 3. Build or Acquire Tools; 4. Research Target
Infrastructure/Employees; 5. Test for Detection; 6. Deployment; 7. Initial
Intrusion; 8. Outbound Connection Initiated; 9. Expand Access and Obtain
Credentials; 10. Strengthen Foothold; 11. Exfiltrate Data; and 12. Cover Tracks
and Remain Undetected [5]

B. Conversion to Time Series

For temporal data analysis, the time stamps of the observed
events were converted into time series. Figure 5 shows the
resulting time series created for each stage of the RTBTE,
where each time interval represents a 15-minute time span,
and the value in each interval represents the total time spent
by the entire team on that specific stage within the time span.
The time series span from the morning until the evening of
the RTBTE. This figure excludes the time series belonging to
stage 1 (Define Target) described in Figure 1, as the target
was predetermined by the exercise coordinators and thus the

Red Team did not spend any time on this stage. The start
time of the RTBTE shown at Figure 5 is 7.30am until 4.45pm.
Please note that in this representation more than two hours
were spent on doing research within the initial 60 minutes of
the exercise. This is because the number of minutes each of
the ten Red Team members spent doing research was added
together. Thus, if first member spent 30 minutes, the second
spent 10 minutes, the third spent 20 minutes, the fourth spent
10 mins (and so on), the total time spent would amount to well
over an hour.

C. Clustering Results

The clustering results are presented in the dendogram in
Figure 6 where the Euclidian distances between the time series
are measured and used to create the clusters. The vertical
axis in the dendogram corresponds to the Euclidian distance
between each pair of time series within the clusters. This
distance measure is explained in the methodology. When two
time series Q and C are placed in one cluster, it means that
the intrusion stage Q has the most similar temporal pattern
to intrusion stage C as compared to other intrusion stages. In
other words, similarity in temporal patterns of two intrusion
stages means that the two time series have overall close shapes
throughout the length of the time series, i.e. the peak/valley
patterns in the two time series are more similar than other
time series. Therefore, the result of this clustering analysis
provides a measure for the correlation between the intrusion
stages throughout the exercise period.
To choose which cluster stages should finally be considered as
one group depends on our selection of the clustering threshold.
We place the threshold at the middle of the largest distance
which results in the red threshold line in Figure 6. This means
that we can consider the clusters under this threshold as one
cluster which includes stages 3, 4, 6, and 7 in one cluster,
9 and 10 in another one, and finally 11 and 12 in a yet
another cluster due to fact that the distance between these three
groups falls under the clustering threshold. These results show
that there are similarities in the temporal peak/valley patterns
among the mentioned time throughout the exercise period. In
other words, for instance, the occurrence of intrusion stage 3
(a peak in its time series), is more likely to be accompanied
by the occurrence of the stages 4, 6, and 7 than any other
intrusion stages.
This analysis provides new demonstrable knowledge about
the relations and dependencies among intrusion processes,
which can help us with developing more precise and efficient
anticipatory measures as well as suggesting more substantial
and realistic intrusion models.

D. Adaptation Analysis via Peak Detection

The local peaks in the time series can also be observed in
Figure 5 as well as the global mean value which is depicted
by the horizontal red line in Figure 6. To understand the
Red Team's decision making process during the adaptation,
we analyze the time series data in the one hour time span
after two disruptive events, caused by the Blue Team, create
difficulties for the Red Team. The first disruption by the Blue
Team was an attempt to mislead the Red Team with a decoy
within the 10:00-10:15 AM time span. The second disruption
occurred when a shell was shut down by the Blue Team, within



Fig. 5. Time series representation of the Red Team's data for the RTBTE. The numbers on the time series correspond to their intrusion stage in the legend.
The values on the vertical axis correspond to the total number of minutes spent by the Red Team within each 15 minute time span.

Fig. 6. Hierarchical clustering of the time series where each number corresponds to the intrusion stage number (refer to Figure 1). The clustering threshold is
the middle value of the maximum distance. The red clusters in the top figure are the ones within the clustering threshold.



Subject Blue Team Disruption Adaptation

Subject 4
Red Team misled by a
Blue decoy (10am-10:15am)

Googled for connection but no other
adaptation; no change in morale,
met with encouragement from
teammates to stay on task

Subject 2
Shut down one shell
(10am-10.15am)

Backtracks and changes administrative
password to bolster security and access

TABLE I. BLUE TEAM DISRUPTIONS AND RED TEAM ADAPTATIONS

the same time span, in order to block the Red Team's access
to the system. These events are pointed out in Figure 5 as
well as in Table 1 which includes the adaptation measures in
the observational data. As we can observe in Figure 5, these
disruptions led the Red Team to shift its focus and re-execute
some of the stages with a different plan. We observe that during
the one hour period after detecting the disruption (Blue Team
decoy and shell shutdown), stage 3 (Build/Acquire Tools),
4 (Research Target Infrastructure), 6 (Deployment), and 7
(Initial Intrusion) were highly focused on. The possible reasons
behind the reoccurrence of the mentioned four stages after the
disruptions can be explained through the description of the
stages provided in the introduction section of this paper. In
this regards, one can reasonably hypothesize that when a shell
is shut down by the Blue Team, the Red Team tries to regain
its access to the system, therefore, stages 3 (Build/Acquire
Tools) and 4 (Research Target Infrastructure) are noticeably
emphasized on. Also, the decoy sent by the Blue Team was
aimed to disrupt the Red Team's effort for deployment (stage
6), and initial intrusion (stage 7), thus these two stages were
focused on within the one hour time span after the disruption.
However, precise and verifiable distinction of the reasoning
and motivations behind the significant reoccurrence of these
four stages requires further inquiry.
The horizontal threshold line in Figure 5 indicates the thresh-
old line (global mean of 25 minutes total engagement per
15-minutes interval). As discussed in the methodology, this
threshold is used to methodologically filter out the negligible
events within each time span. We can observe that during
the adaptation process, within the hour after the disruption
event, the amount of time allocated to the four mentioned
intrusion stages was above this average value at multiple
intervals while time devoted to other stages has never exceeded
the average. This means that these four stages played the most
important role in the adaptation period. This analysis provides
empirically testable knowledge into the adaptation of the Red
Team, which can be beneficial for understanding and predicting
the adversarial teams behavior when encountering disruptions.

V. CONCLUSION

This paper offers a preliminary examination of real-time
adversarial movement across the cyber intrusion chain. There
are some obvious and unavoidable limitations. First, the
analysis put forth in this paper is based on a single case
study, which has obvious implications for generalizability and
validity. There are many permutation and combinations of
attack scenarios, adversarial types and motivations, objectives,
and organizational dynamics, which cannot be accounted for
by this single case study. Second, this study is based on very
limited data and much more observations would be needed to
better characterize the intrusion chain analysis. While these
are indeed valid limitations, this paper is exploratory in nature

with the goal of temporally characterizing intrusion chain
stages via hierarchical clustering of multivariate longitudinal
observations. Furthermore, while this paper uses a single case
study, it is one of the most reputable and well-established Red
Team/Blue Team exercises (RTBTE) in the United States.
More importantly, this research offers methodological inno-
vation; it combines qualitative observations and quantitative
data science techniques to temporally characterize the intrusion
chains stages, which cannot be attained by either method alone.
The observational data give insight into real-time human be-
havior and adaptation as the cyberattack unfolds. Researchers
rarely get access to real cyberattacks as they occur. This case
study, while compressed and expedited, offers a unique insight
into the dynamics of adversarial movement and adaptability.
When these observational data are translated to quantitative,
data science methods are employed to obtain verifiable and
substantial insights into the temporal characteristics of the
intrusion process.
Finally, this study also offers advancement in better assessing
the intrusion chain model and the time spent by adversaries
on the various stages. Based on this preliminary assessment,
it appears that the intrusion stages 3 (Build/Acquire Tools),
4 (Research Infrastructure), 6 (Deployment), and 7 (Initial
Intrusion) display similar overall temporal traits throughout
the exercise period. This means that the occurrence of one of
these four intrusion stages is more likely to be accompanied
by the occurrence of the other three stages than any other
intrusion stage. Identifying these temporal relations and depen-
dencies among the intrusion stages provides a wider outlook
into understanding and development of more accurate and
informative intrusion models. Furthermore, the results of the
peak analysis on the time series data can help with anticipating
and pinpointing specific intrusion stages that play a significant
role during the adaptation process, and thus dedicating the
effort and attention on them, resulting in a more efficient and
anticipatory defense mechanism against such cyberattacks.

ACKNOWLEDGEMENTS

This material is based upon work supported by the National
Science Foundation CAREER Award, Grant No. CNS1453040
and partially by National Science Foundation CPS Award,
Grant No. 1446574. The authors thank the Industrial Control
Systems Computer Emergency Response Team (ICSCERT)
and Idaho National Laboratory (INL) for allowing data col-
lection at their September/October 2014 Red Team/Blue Team
Cybersecurity Training Exercise.

REFERENCES

[1] DELL 2012. Lifecycle of an Advanced Persistent Threat.
http : / /www.redteamusa.com/PDF/Lifecycle\%20of\
%20an\%20Advanced\%20Persistent\%20Threat.pdf.
Accessed: 2016-12-20.

[2] S. Barnum. Standardizing cyber threat intelligence in-
formation with the Structured Threat Information eX-
pression. http : / / www. mitre . org / sites / default / files /
publications/stix.pdf.

[3] H. Borrion. “Quality assurance in crime scripting”. In:
Crime Science 2.1 (2013), p. 1.

[4] R. Clarke, Victor G., and G. Newman. Outsmarting the
terrorists. Greenwood Publishing Group, 2006.



[5] M. Cloppert. Security Intelligence: Attacking the Cyber
Kill Chain. http://digital-forensics.sans.org/blog/2009/
10 /14 / security - intelligence - attacking - the - kill - chain.
Accessed: 2014-02-02.

[6] D. Cornish and B. Derek. “The procedural analysis of
offending and its relevance for situational prevention”.
In: Crime prevention studies 3 (1994), pp. 151–196.

[7] D. Cornish and M. Felson. “Introduction: Criminology,
Routine Activity, and Rational Choice.” In: Advances in
Criminological Theory 5 (2008), pp. 1–14.

[8] G. Hancock and G. Laycock. “Organised crime and
crime scripts: prospects for disruption”. In: Situational
prevention of organised crimes (2010), pp. 172–193.

[9] J. Hill, S. Johnson, and H. Borrion. “Potential uses of
computer agent-based simulation modelling in the eval-
uation of wildlife poaching”. In: Situational Prevention
of Poaching (2014), pp. 120–153.

[10] E. Hutchins, M. Cloppert, and Amin R. Intelligence-
Driven Computer Network Defense Informed by Analy-
sis of Adversary Campaigns and Intrusion Kill Chains.
http://www.lockheedmartin.com/content/dam/lockheed/
data / corporate / documents / LM - White - Paper - Intel -
Driven-Defense.pdf. Accessed: 2012-01-25.

[11] Ponemon Institute. 2016 Cost of Data Breach Study:
Global Analysis. https : / / ssl . www8 . hp . com / ww / en /
secure/pdf/4aa5-5207enw.pdf. Accessed: 2017-10-01.

[12] A. Kulkarni. The Five Core Components of Proactive
Cybersecurity. http : / / www. techzone360 . com / topics /
techzone / articles / 2016 / 12 / 05 / 427743 - five - core -
components - proactive - cybersecurity . htm. Accessed:
2016-12-05.

[13] O. Maimon and L. Rokach. Data mining and knowledge
discovery handbook. Vol. 2. Springer, 2005.

[14] Z. Nopiah et al. “Peak-valley segmentation algorithm
for fatigue time series data”. In: WSEAS Transactions
on Mathematics 7.12 (2008), pp. 698–707.

[15] R Schneider. “Survey of Peaks/Valleys identification in
Time Series”. In: Department of Informatics, University
of Zurich, Switzerland (2011).

[16] L. Tompson and S. Chainey. “Profiling illegal waste
activity: using crime scripts as a data collection and
analytical strategy”. In: European Journal on Criminal
Policy and Research 17.3 (2011), pp. 179–201.

[17] R. Willison and M. Siponen. “Overcoming the insider:
reducing employee computer crime through Situational
Crime Prevention”. In: Communications of the ACM
52.9 (2009), pp. 133–137.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f00620065002000500044004600200061006400650071007500610064006f00730020007000610072006100200061002000760069007300750061006c0069007a006100e700e3006f002000650020006100200069006d0070007200650073007300e3006f00200063006f006e0066006900e1007600650069007300200064006500200064006f00630075006d0065006e0074006f007300200063006f006d0065007200630069006100690073002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


